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FALCON ID # 21021

Maintenance / Data Security

Residential Country : India Nationality : India

Resume Title : Engineer - Data Security Notice Period : 1 Days

EDUCATION

Qualification Institute / College /university Year Country

B E / B Tech Srm University 2008 India

CAREER SUMMARY

Position Employer Country
From 
Month/ Year

To Month/ 
Year

Security Analyst Reputed Company India 10/2010 06/2015

Desktop Support 
Engineer (It-
Administration)

Allsec Technologies Ltd India 06/2009 06/2010

Network Engineer (Tech-
Administration)

Stockhifi Advisory 
Services Pvt. Ltd

India 01/2009 04/2009

ADDITIONAL CERTIFICATE AND TECHNICAL QUALIFICATION

Name Of The Course Course Date Valid Upto Name Of Organisation

Current Salary 
(Monthly In Usd):

Not Mention
Expected Salary 
(Monthly In Usd):

Not Mention

Additional Skills :

Certification

CompTIA Security+,



CCNP Security – IDS,
CCNA Security,
QualysGuard Vulnerability Management (VM),
CCNA,
ITIL V3.

 

Additional Information :

Customers in different geographic location across the globe.
?    Daily monitoring and analyzing customer network traffic, Intrusion Detection Systems (IDS), 
security events and logs using SEAM (The state and event analysis machine) tool & will prioritize 
and differentiate between potential intrusion attempts and false alarms.    
?    Creating and tracking security incident tickets by investigations to resolution and follow-up by 
composing security alert notifications and other communications by advising the incident 
responders in the steps to take to investigate and resolve issue.
?    Weekly performing the IDS/IPS Signature Analysis & deployments (Sourcefire, Cisco, Juniper 
IDP, Tipping point, Imperva, ISS Proventia, etc..).
?    Regularly reviews IDS alert statistics on a weekly basis to identify areas where rule policies 
performance and effectiveness can be enhanced.
?    Works with other team members to ensure an effective and efficient cyber security incident 
management system.
?    Regularly monitor the information security related websites to stay up to date with current 
vulnerabilities, attacks, and countermeasures.
?    Knowledge of Malware Analysis, Threat/Intrusion Detection Analysis, Incident Response 
Analysis and Vulnerability Analysis

 


