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FALCON ID # 21022

Maintenance / Data Security

Residential Country : India Nationality : India

Resume Title : Engineer - Data Security Notice Period : 1 Days

EDUCATION

Qualification Institute / College /university Year Country

Mca/pgdca Bharathiar University 0000 India

CAREER SUMMARY

Position Employer Country
From Month/ 
Year

To Month/ 
Year

Security & Privacy 
Consultant

Reputed Company India 03/2012 06/2015

Subject Matter Expert 
(Security Compliance)

Tata Consultancy 
Services

India 12/2010 02/2012

Security Analyst Ibm India Pvt., Ltd India 08/2007 12/2010

ADDITIONAL CERTIFICATE AND TECHNICAL QUALIFICATION

Name Of The Course Course Date Valid Upto Name Of Organisation

Current Salary 
(Monthly In Usd):

Not Mention
Expected Salary 
(Monthly In Usd):

Not Mention

Additional Skills :

CERTIFICATIONS & TRAININGS
?    Certified ISO 27001:2013 Lead Auditor
?    Certified ISO 22301:2012 Lead Auditor
?    IBM Certified DB2 Database Associate.



?    IBM Certified Z/OS ACF2 Security Administrator
?    Z/OS REXX Programming Workshop.
?    Organized Crime and software piracy, Big Data, Business challenges through ISC2, Chennai.
?    Risk Assessment Training by ISC2, Chennai.

 

Additional Information :

?    As a Security Expert played a critical role for the projects with different sectors to increase the 
Data Security & Privacy controls and audit posture.
?    Identify, design and implement foundational, client Legal & regulatory requirements as per 
Contractual agreements/MSA and apply the necessary DS&P controls by developing detailed 
processes and procedures based on most current DS&P framework requirements.
?    Continuously monitor the implemented DS&P controls and  perform review with PM/DPE.
?    Document and maintain a Risk / Incident Management Log and ensure project leadership 
review .
?    Work with project team to effectively execute controls as per agreed time lines.
?    Perform continuous monitoring for compliance posture.
?    Ensure effective / timely communication and cooperation with other resources involved in 
DS&P implementation and maintenance including PE, PM/DPE, Technical Leads and Project team
?    Ensure all DS&P artifacts are stored in central project repository owned by project.
?    Work with PM/DPE and SRA to complete RRA and drive any gap remediation activities
?    Closely work with client leadership team to understand the requirement and drive solutions 
that align with IT and business objectives.
?    Act as primary interface point for Data Security & Privacy requirement needs on 
implementation of DS&P controls.
?    Oversee the assessment of new risks and its impact to the current implementation of controls.
?    Work with the business to facilitate information risk assessments and provide 
recommendations on security controls.

 

 

 

 


