
201 Creado Apartments,
Juhu Church Raod,
Juhu, Mumbai- 400049 India
P : +91 8898080904
E : hr6@falconmsl.com
W : www.falconjobs.net

FALCON ID # 31054

IT / Network Engineer

Residential Country : India Nationality : India

Resume Title : Nwtwork Engineer Notice Period : 1 Days

EDUCATION

Qualification Institute / College /university Year Country

M.c.a. U.p.t.u University 2006 India

CAREER SUMMARY

Position Employer Country
From Month/ 
Year

To Month/ 
Year

Asst. Manager It 
Security

Reputed Company India 03/2013 /

Technical Specialist Hcl Technologies Ltd India 04/2009 03/2013

Network Security 
Engineer

Sify Technologies Ltd India 07/2008 03/2009

Network Security 
Engineer

Taarak India Pvt. Ltd India 06/2007 06/2008

Network And System 
Support Engineer

Hcl Infinet Ltd India 02/2006 06/2007

ADDITIONAL CERTIFICATE AND TECHNICAL QUALIFICATION

Name Of The Course Course Date Valid Upto Name Of Organisation

Current Salary 
(Monthly In Usd):

Not Mention
Expected Salary 
(Monthly In Usd):

Not Mention



Additional Skills :

Certifications and Trainings

 

Certified Business Continuity Professional-CBCP from DRII
ISO 22301:2012 Certified Professional
ISO 27001:2013 Lead Auditor
ISO 31000
Certified Cobit 5 Foundation
Websense Web Security Suite Certified.
Trend Micro foundation and Office Scan 8.0 certified.
ITIL V3 Foundation Certified
Knowledge of PCI DSS , HIPPA

 

Professional Training

 

3 days “Management Development Program” from Indian Institute of Management, Lucknow.

Additional Information :

•    Coordination and Planning with Application Owners for conducting Internal Risk Assessment 
for MetLife and Vendor Applications.
•    Coordinate with Application Owners for completion of Plan Development and Disaster 
Recovery deliverables in Archer.
•    Criticality and Integrity of MetLife Application through certain questionnaires in Archer GRC 
Tool.
•    Discuss and document recovery strategy summary of an application with application owner.
•    RTO/RPO: We follow up with Applications Owners to provide us their response on Business 
Availability Questions in Archer. Once App owners record their response in Archer then it 
automatically calculates the RPO/RPO for the respective Application. We have to get approval 
from Business on automatically generated RPO/RPO.
•    BIA (Business Impact Analysis): During the Disaster Recovery assessment of MetLife owned 
applications we conduct BIA of application to identify the business critical applications and 
ensures that critical processes must recover in Recovery Time Object and Recovery Point Object 
of each process for successful resumption of applications/processes during the disaster.
•    Disaster Recovery Plans: We usually have discussions with Application/process owners to 
create the Disaster Recovery Plan to document or set of procedures to recover and protect a 
business infrastructure in the event of disaster. DRP includes all the procedures and step that can 
be followed during the Disaster to recovery the infrastructure of Business.

 

•    DR Testing: We co-ordinate with Applications Owners to perform the DR Test prior to move 
the application into production. We ensure that DR test must achieve Business Approved 
Recovery Time Object (RTO) and Recovery Point Object (RPO). Post DR test we review the DR 
test results and provide the final approval to set the application as ‘Recoverable’ in Archer.
•    Create and follow-up on findings in case of any non-compliance.



•    Conducting Interviews of candidates for IT Security & Risk Team.
•    Ensuring completion of all monthly, weekly reports and Daily reports and delivered to all the 
state site owners on time.
•    Follow-up and co-ordination with IT Security Leads/Business Owners for modification and 
addition of new control standards in Archer.
•    Taking care of Knowledge Transfer for newly joined team members.

 


